
 
IN THE SUPREME COURT OF THE STATE OF ARIZONA 

____________________________________ 
 
 
 
In the Matter of:    ) 
      ) 
PARTICIPATION IN THE CENTRAL )  Administrative Order 
DOCUMENT REPOSITORY  )  No. 2016 - 36 
      ) 
      ) 
____________________________________) 
 

Making and preserving the court record is a fundamental, core function of the Arizona 
Judicial Branch, and Arizona courts have embraced the utilization of technology.  Statewide 
automation initiatives include, but are not limited to, electronic filing (e-filing), electronic public 
access to court records (eAccess), electronic access to court records from the bench (eBench), and 
central data and document repositories to facilitate electronic records access and to further the 
preservation of electronic court records.  
 
 The Arizona Judicial Branch Strategic Agenda, Advancing Justice Together: Courts and 
Communities, identifies Goal 1 as “Promoting Access to Justice” and Goal 3 as “Improving Court 
Processes to Better Serve the Public.”  The Arizona state courts Central Document Repository 
(CDR) is integral to these Strategic Agenda goals and enables electronic access to critical court 
records while ensuring appropriate protections for security and privacy.   

 
Therefore, pursuant to Article VI, Section 3, of the Arizona Constitution, 

 
IT IS ORDERED that in accordance with ACJA § 1-501(C), courts shall participate in the 

central document repository maintained by the Administrative Office of the Courts (AOC). 
 

GENERAL POLICIES 
 

a. A copy of all court-related documents, including sealed and restricted documents, 
delineated by the AOC Administrative Director, shall be transferred from a court’s 
electronic document management system (EDMS) directly to the CDR.  Local EDMS 
administrators shall monitor document transmissions to the CDR daily to ensure the CDR 
remains synchronized with the local system. 
 

b. In accordance with Supreme Court Rule 123(c)(2)(A) and (g)(1), custodians are 
responsible for identifying any individual court records that are known to contain 
confidential information and ensuring they are properly coded in the local EDMS. 
 

c. Security values shall be set in the local case management system and local EDMS.  Security 
values in local EDMSs will be maintained in the CDR to ensure public access to sealed or 



 
confidential records does not occur.  Incorrect security values shall be immediately 
corrected in the local CMS and EDMS by the clerks, EDMS administrator, or their 
designee. 
 

d. The AOC will control access to the CDR to ensure only authorized access to documents in 
the CDR occurs.  When maintenance, administration, or support to the CDR is required, 
the AOC will ensure access to the CDR is limited to these purposes only.  Such access shall 
be approved by the AOC Administrative Director or their designee.   
 

e. Notwithstanding (d) above, user access to the CDR shall be granted only through approved 
software applications associated with Supreme Court approved automation initiatives in 
accordance with ACJA § 1-501(C). 
 

f. An electronic document maintained in a court’s EDMS is the original document and 
satisfies the requirements of Rule 1002, Arizona Rules of Evidence.  The record contained 
in the CDR is a copy of the original record.  

 
g. Courts shall load documents into the CDR following a schedule set by the AOC 

Administrative Director. 
 

 Dated this 1st day of June, 2016. 
 
      FOR THE COURT: 
 
 
 
 
      __________________________________________ 
      SCOTT BALES 
      Chief Justice 


